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Zoom-bombing is the term for when individuals “gate-crash” Zoom meetings. These uninvited
guests share their screens to bombard real attendees with disturbing pornographic and/or violent
imagery. Most of these are perpetrated via publicly available Zoom links; however, not all
depending on your settings. Here are ways to protect you and your guests from falling victim.

Read more about what you can do to protect yourself here:
https://security.berkeley.edu/resources/cybersecurity-and-covid-19/settings-preventing-zoom-bomb
ing
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