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Argos Snap Shot — Kudos to WVNET 

Customer Satisfaction Survey 

From the Director 

Dana Keith Elected to Serve as 

Member at Large for WV Association 

for Institutional Research 

 

1 

3 

3 

3 

 

 

  

  

 

  

  

Barbara Long appointed to Ellucian 

DegreeWorks Customer Advisory Board 

TV White Space Coming to Holler Near You 

NOC Help Desk Tip of the Month 

WVHETC Early Bird Paid Registrants Get a 

FREE T-Shirt :) 
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Continued from Page One (Reprinted with Permission from Evisions)... 

Note from Delano Sweeney, Bluefield State College, about Argos Snapshot:  “It was easy to give a glowing review for something that has 

been so beneficial to our school and I have truly enjoyed working with the product.” 

 



 

 

In a previous newsletter, we mentioned that a Customer Survey Program had been started to tell us how we can 

continue to improve what we do on a daily basis at WVNET.  In conjunction, we have started a monthly 

giveaway of WVNET-themed memorabilia as a show of our appreciation for the time that you spend in 

responding.  The response by our customers has been outstanding, and as our Customer Resource Specialist, I 

take seriously each and every response and try to figure out ways to make our interaction with the consumer 

more meaningful. 

This month, WVNET would like to congratulate Lisa Owens, from Montrose, WV, for being the winner of our monthly giveaway.  

Lisa, a student taking online classes at Fairmont State, called in with a Blackboard issue for which Senior IT Consultant Kim Jenkins 

helped her to a resolution.  Lisa, on her experience with our Help Desk, said it was “The best IT experience I’ve ever had,” further 

commenting, “I was so impressed with the response and the fact that my concern was addressed so promptly and taken seriously.”  

Thank you for the kind comments, Lisa.  The Network Operations Center Staff strives to do just that each and every day. 

At the end of every month, we will draw a winner and contact them by email and send them some items in appreciation of their 

feedback.  Please consider filling out our survey by looking within the incident email of any interaction that you have had with us.  

As you can see, we take all comments to heart.  (Guest article by Booker Walton, NOC Manager) 

 

 

 

This month Chancellor Paul Hill and Executive Vice Chancellor Matt Turner came to WVNET for a visit.  Everyone 

was excited for days about seeing Dr. Hill again and getting a chance to meet the new Vice Chancellor.  The visit 

went very well and we were able to have a long discussion with them both about the things that are going well 

and the places where we could use their help. To their credit, both of them have already done things that will help 

WVNET continue to make progress toward our goal of building a new building and data center after a 39-year 

wait. Then, we had a lunchtime picnic and great fellowship was had all around. We appreciate them making the 

trip to Morgantown and are already looking forward to seeing them again soon when they can make it back up.  

           Thank you both! 

 

 

 

WVNET Manager (Applications) Dana Keith has been elected to serve a two-year term as a Member at Large 

for the West Virginia Association for Institutional Research.  The West Virginia Association for Institutional 

Research has been reformed after many years of dormancy and has become a central collaboration of 

institutional researchers and institutional analysts representing every public higher education institution in 

West Virginia.      Congratulations, Dana!! 

 

 

 

Word has been received from Mr. Wayne Holt, Senior Product Specialist at Ellucian, that Barbara Long has been 

appointed to the Ellucian DegreeWorks Customer Advisory Board serving the DegreeWorks community for a term 

of one year through June of 2015.  This competitive appointment was based on recommendations from peers in 

the community, reviews with Ellucian staff with whom she has interacted, and her essay answers to a series of 

questions that included her vision of how the product should support retention and student success.  Dana 

Keith (Barbara’s supervisor) says, “WVNET is very proud of Barbara for her appointment.  Equally as 

important is the support she provides to all West Virginia institutions.”            

     Congratulations, Barbara!! 

C U S T O M E R  S A T I S F A C T I O N  S U R V E Y  

F R O M  T H E  D I R E C T O R  

D A N A  K E I T H  E L E C T E D  T O  S E R V E  A S  M E M B E R  A T  L A R G E  F O R  

W V  A S S O C I A T I O N  F O R  I N S T I T U T I O N A L  R E S E A R C H  

B A R B A R A  L O N G  N A M E D  T O  E L L U C I A N  D E G R E E W O R K S  

C U S T O M E R  A D V I S O R Y  B O A R D  



 

(Reprinted with permission from Create West Virginia Magazine) 



(Reprinted with permission from Create West Virginia Magazine) 



 

 

 

With the recent attack on Apple’s iCloud and the subsequent breach of data from iCloud which was 

then proliferated across the web, this is a good time to discuss a few helpful hints to avoid being the 

victim of such an attack.  As Mikko Hyponnen of F-Secure labs discussed in their 2014 threat report, 

many of these users first created their iTunes account 10 years ago when they had an iPod and 

simply wanted to buy and download music.  This account then became the basis for all of Apple’s 

products and many people use their primary email address to create their account.  Our email 

addresses are not a secret item as we may have them on our Facebook page, LinkedIn, Myspace, etc. 

where it is publicly available.  That then just leaves the password as the secret to login to an Apple 

account (or many other types of user accounts).   Currently, with iCloud, you do not even need to know the password to get 

into the account, which after gaining access, the attacker can change the password thus locking the user out.  To accomplish 

this, according to a Washington Post article on September 3, an attacker needs to know the email address, birth date, and 

security questions on the account.  Due to the nature of many sites’ security questions, it is very easy to mine this data off of 

social media sites and/or by socially engineering the target themselves, both of which prove to be trivial hurdles regardless 

of the vector used to gain this information.  Since we here at WVNET want to promote education and help our readers and 

users better protect themselves, we would like to offer some suggestions to help with passwords. 

Passwords and user accounts are only as secure as we make them.  Many of us like to use significant names, dates or the 

like to create a password so that it is easy to remember.  This practice may make it so users can remember them more 

readily, but it also makes it easier for an attacker to guess.  The attacker will use methods to enumerate and footprint their 

targets and their target’s user account information.   A good recommendation that was presented by John Strand of Black 

Hills Information Security is to pick a seed password, something that is easy for the user to remember, but has no relational 

value (i.e. personal data) and then append to that a series of letters or a word pertaining to the login the password is for.  

For example, one may enjoy eating buffalo wings, so they could do a little manipulation of the word buffalo to make it 

buff@l0 and then add the site name.  For the sake of this article that could simply be buff@l0apple, and then repeat this 

process for all other sites for which the user has registered.  The other positive aspect of this method is that it lengthens the 

password, which despite the headaches it may bring in recollection, is a great defense for protecting oneself against a brute 

force attack.  Brute forcing, for those who may be unfamiliar with the term, is the notion of just trying every password in a 

dictionary to try and get into the targeted account.  It has been shown that a standard 8 character password can be brute 

forced in less than 5 minutes, whereas, a 13 character password would take hundreds of millennia to crack.  Another option, 

of course, is password manager software, which can store all of your various passwords in an encrypted folder and then the 

user only needs to remember one password to unlock all passwords.  I would recommend doing some research on these as 

the encryption has been proven to be weak in some distributions.   

In summation, be smart about your online activity and how you setup user accounts for various services you wish to access.  

Don’t allow yourself to use the same password across many different sites, and I personally recommend using separate 

passwords for banking and email than other sites to mitigate the damage should an account be breached.  I cite as an 

example the case of Aaron Burr and HB Gary where thousands of corporate emails were compromised because Aaron’s 

twitter password was the same as his email password.  Another great recommendation that came from the F-Secure stream 

was to consider the idea of using a separate, brand new account for creating profiles for Apple, Android or other accounts 

one wishes to keep secure and to not use that email anywhere else.  I know from personal experiences that I keep a Gmail 

account as my “spam” box for sites that require an email address, but are not of the same echelon as banking, email, etc.  In 

closing, please follow the WVNET Network Operations Center (NOC) on social media and let us know what you thought of 

these helpful tips. 

Stay tuned, with Cyber Security Awareness Month coming in October, we should have more tidbits of information to keep 

you safe and sound when using the internet.  

(Guest article by NOC Employee Tony White) 

Follow the WVNET NOC Facebook Page at: 

http://www.facebook.com/wvnetnoc 

And the Twitter Feed at: 

@wvnet_noc 

If you would just like to get the text message version of our Twitter updates,  you can sign up via SMS: 

Text follow wvnet_noc to 40404.  Standard text messaging rates will apply. 

N O C  H E L P  D E S K  T I P  O F  T H E  M O N T H  

http://www.facebook.com/wvnetnoc
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West Virginia Higher Education Technology Conference (WVHETC) 2014 will be 

held October 27-28, 2014, at The Waterfront Hotel in Morgantown, West Virginia.  

This annual conference brings together higher education, K12 and state agencies for 

a common purpose, that of embracing new ideas, developing new insights, and 

designing new approaches to help move education forward in the state.  The 

conference starts on Monday, October 27, with the opening keynote luncheon and 

ends on Tuesday, October 28, with an exhibitor reception beginning at 3:00 pm.   

Paul Garnett joins the list of speakers for this important event.  

He is a Director in Microsoft’s Technology Group, where he 

focuses on promoting higher-bandwidth, more efficient and 

ubiquitous spectrum-based broadband connectivity.  Paul has 

also supported Microsoft’s Mobile Business on various business 

and policy-related activities.  He has been instrumental in the 

development of TV White Space technology, which has been 

used to bring broadband Internet to rural areas of Ghana, Kenya, 

Malawi and Tanzania.   

Attendees who register and pay in advance may choose to participate in any of the 

following three pre-conference training sessions:  Blackboard System Administrator, 

DegreeWorks, and e-Tech Teach and/or a post-conference session on IT Academy 

Workshop.  We’re expecting two hundred or more participants this year for the 

return of this important higher education technology conference.  Fifty-plus 

concurrent sessions, tantalizing and plentiful regional cuisine, the latest technological 

advances to be demonstrated by thirty-plus exhibitors, and networking with 

educators from all over the State of West Virginia will be just a few of the 

opportunities available to attendees.  Early registration ends Monday, September 

29.  Early registrants will receive a free t-shirt if paid registration is received before 

the deadline.  For more details, visit the conference website:  wvconference.com 

 

 

Paul Garnett 
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